**Самые распространенные способы кражи денег с использованием платежных карт**

1. **«Угроза сохранности денег»**

Поступает звонок от имени, якобы, сотрудника банка, с сообщением о подозрительной операции по счету и предложением перевести деньги на другой счет, для чего необходимо назвать реквизиты банковской карты и проверочные коды.

**2 «Выгодная сделка»**

На сайте, в электронном письме, СМС-сообщении размещается предложение выгодно купить товары и заказать услуги, получить выплату или компенсацию, отсрочку по кредиту, переведя на указанный адрес незначительную сумму в виде оплаты товаров, налогов или возмещения почтовых расходов.

**Что делать?**

* Прервите разговор, проверьте информацию, позвонив по телефону, указанному на обороте банковской карты.
* Критически оцените «выгодное предложение». Помните, что бесплатный сыр бывает только в мышеловке.
* Пользуйтесь только проверенными сайтами интернет-магазинов. Всегда проверяйте адресную строку браузера, чтобы не попасть на сайт-двойник.
* Не переходите по ссылкам из незнакомых электронных писем и СМС-сообщений.
* Используйте отдельную карту, оплачивая услуги в Интернете, вносите на нее лишь ту сумму, которую хотите потратить.
* Если стали жертвой мошенников – незамедлительно блокируйте карту и обращайтесь в полицию.